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1	Decision/action requested
Approval to make the text changes indicated below
2	Rationale
The new content in clause 5.x introduces the content to discuss the considerations for transitioning to quantum resistant algorithms based on possible forward security requirement.
3	Detailed proposal
Include additional content in clause 5.x that discusses the topic of forward security and the need to consider this requirement when making the shift to quantum resistant algorithms. 
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##############       First Change    ################
5.X 	Considerations for assessing timelines
Some data may need to be protected for many years after transmission i.e. have a long security lifetime. Such applications require data to be protected for a given amount of time after transmission to ensure it remains protected throughout its security lifetime against anticipated threats. An attacker may be able to intercept, record and store encrypted traffic or encrypted session keys with the intention to decrypt when it becomes feasible, e.g. with the development of a cryptographically significant quantum computer. The security lifetime requirement should be taken into account when determining timelines for transitioning to quantum resistant algorithms.
#############################       End of First Change    ######################################
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