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1. Overall Description:

SA3 would like to thank CT3 for the LS on API invoker onboarding.

SA3 would like to point out that the selection of security method to be used in CAPIF-2/2e reference point (i.e. Security Method Request/Response) and the API discovery are not related and 3GPP TS 33.122 is not mandating selection of security method before API discovery as claimed by the LS from CT3.
3GPP TS 33.122 only mandates that the API invoker should be successfully authenticated (TLS, mutual authentication based on client and server certificates) and authorized (based on discovery policy) before any service API information is provided to the API invoker. Therefore, as per 3GPP TS 33.122, detailed service API information can be provided to the API invoker in the API invoker's onboarding response as the API invoker is authenticated and can be authorized at the time of onboarding, if required by SA6.
SA3 understands the confusion arising due to the continuity of the text under subclause 6.3.1 of 3GPP TS 33.122. Therefore, SA3 has decided to introduce new subclause headings under subclause 6.3.1 to separate unrelated procedures (see attached CR). 

2. Actions:

To CT3 and SA6 groups.

ACTION: 
SA3 asks CT3 and SA6 to consider the above clarification for the API invoker's onboarding.
3. Date of Next TSG-SA WG3 Meetings:)
SA3#94
28 January – 1 February 2019


Kochi (India)

SA3#95
6-10 May 2019




TBD

