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Attachments:


1. Overall Description:
3GPP SA3 thanks ITU-T SG17 for the LS in S3-182818 on SG17 work item X.5Gsec-q

3GPP SA3 has noted that scope of X.5Gsec-q does not only include 3GPP system, but also some non-3GPP system such as SDN, NFV, when quantum-safe cryptographic algorithms are deployed in 5G system.   

3GPP SA3 now has almost done a study on the support of 256-bit algorithms for 5G in 3GPP TR 33.841.This study provides solid reference to the work in X.5Gsec-q.  

2. Actions:
To ITU-T SG17
ACTION: 	3GPP SA3 asks ITU-T SG17 to take the above information into account.

3. Date of Next TSG-SA WG3 Meetings:
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