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1
Decision/action requested

This contribution proposes a proposal for the solution of TR 33.856.
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3
Rationale





TR 23.756 [1] has agreed to reuse the EPS SRVCC as define in the TS 23.216 [2] to report the SRVCC capability, i.e. the SRVCC capability is transferred to the AMF in Registration Request message. 
In TR 33.856 [3], solution #3, which reuses the hash based method specified in subclause 6.7.2 in TS 33.501 [4], is used to protect the SRVCC capability from being tampered by the attacker when NAS security hasn’t been activated. Thus the protection of SRVCC capability doesn’t introduce any impact on 5G system, and the EN in below text can be deleted.
4
Detailed proposal

*************** Start of the Change ****************
6.4
Solution #3: Protecting the SRVCC capability 
6.4.1
Introduction

This solution addresses the key issue #3, namely protecting the SRVCC capability.

6.4.2
Solution details

For protecting the SRVCC capability in conjunction with the MS Classmark 2 and Supported Codecs IE in initial Registration Request message, the hash based method specified in subclause 6.7.2 in TS 33.501 [1] can be reused to address the problem.

 For protecting the SRVCC capability in Intra-5G handover procedure, the messages between source AMF and target AMF are protected by NDS/IP.
6.4.3
Impacts on existing nodes and functionality
There is no impact on the existing UTRAN and EPS system.

*************** End of the Change ****************
