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*******************************  Start of  Change 1  ****************************
[bookmark: _Toc509324243]6.2.6.1.3	EMSDP Session Start Confirmation message
The EMSDP Session Start conformation message is sent by the UE to confirm a previous EMSDP Session Start command.
This message is optional for the UE to send unless the "Confirmation message required" flag is set in the EMSDP start Session Start command in which case this message shall be sent.
This command has the following cmd options:
Table 6.2.6.1.3-1: EMSDP start session confirmation command options
	Name
	M / C / O

	AUTHENICATION RESPONSE TLV
	M



AUTHENICATION RESPONSE TLV: This TLV contains the authentication response for a successful authentication as follows:
Table 6.2.6.1.3-2: AUTHENICATION RESPONSE TLV
	Name
	Size
	M / C / O
	Value

	AUTHENICATION RESPONSE Tag
	1 byte
	M
	080C

	Length
	1 byte
	M
	Length of HSE Identity (X+1)

	Key Information
	1 byte
	M
	Key identifier 

	RES
	X bytes
	M
	As returned by the USIM.


Where:
Key Information is coded:
Table 6.2.6.1.3-3: Key Information
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	RFU
	RFU
	RFU
	RFU
	RFU
	Key ID



b8 to b4: RFU (set to 0)
b3 to b1: Key ID
Key ID to be used for this keyset.
*******************************  end of  Change 1  ****************************
*******************************  Start of  Change 2  ****************************
[bookmark: _Toc509324246]6.2.6.1.6	EMSDP Manage Keys Response
The EMSDP Manage Keys command is used by the HSE to agree new keys,replace a key and delete existing keys.
When the HSE indicates "Add new key" and the key ID indicated in the Key Agreement TLV is not currently used in the UE, then the UE shall use the information in the Key Agreement TLV to create a new key that can be used in this EMSDP session.  If the Key ID is already in use then the UE shall send a EMSDP Message Reject command.
When the HSE indicates "Update key" and the Key ID in the Key Agreement TLV is the same as the Key ID in the in the Key Management TLV, then the UE shall delete the key indicated in the Key Management TLV and then create a new key use the information in the Key Agreement TLV that can be used in this EMSDP session.  If the Key ID of the key to be deleted is no longer valid then the UE shall silently ignore this request. 
When the HSE indicates " Update key" and the Key ID in the Key Agreement TLV is different to the Key ID in the in the Key Management TLV, then the UE shall create a new key using the information in the Key Agreement TLV that can be used in this EMSDP session.  The key indicated in the Key Management TLV shall be deleted when the UE receives the first EMSDP message using the new key ID. If the Key ID of the key to be created is already in use then the UE shall send a EMSDP Message Reject command.  If the Key ID of the key to be deleted is no longer valid then the UE shall silently ignore this request.
When the HSE indicates "delete key" then the UE shall delete the key indicated in the Key Management TLV.  If the Key ID of the key to be deleted is no longer valid then the UE shall silently ignore this request.
The EMSDP Manage Keys command has the following cmd options:
Table 6.2.6.1.6-1: EMSDP Manage Keys command options
	Name
	M / C / O

	Key Management TLV
	M

	Key agreement TLV
	C



Key management TLV:
Table 6.2.6.1.6-2: Key Management TLV
	Name
	Size
	M / C / O
	Value

	Key Management Tag
	1 byte
	M
	xx0D

	Length
	1 byte
	M
	01

	Key Management Information
	1 byte
	M
	Key Management Information



Where:
Key Management Information is coded:
Table 6.2.6.1.6-3: Key Information
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	Key Action
	RFU
	RFU
	RFU
	Key ID



b8 and b7: Action to be performed
	'00' – RFU
	'01' – add new key or update existing key (Key ID set in Key agreement TLV)
	'11' – Update Key (Key to be added is Key ID set in Key agreement TLV, key to be deleted is indicated in b3 to b1).
	'10' – Delete key (key to be deleted is indicated in b3 to b1).
 B6 to b4: RFU (set to 0)
b3 to b1: Key ID
Key ID for this operation.

Key agreement TLV: As detailed in clause 6.2.6.1.2. 
*******************************  end of  Change 2  ****************************
*******************************  Start of  Change 3  ****************************
[bookmark: _Toc509324247]6.2.6.1.7	EMSDP Message Reject command
The EMSDP Message Reject command may be used by either the UE or the HSE to reject messages, data or control plane.
The EMSDP Message Reject command has the following cmd options:
Table 6.2.6.1.7-1: Request Rejected command options
	Name
	M / C / O

	Rejection details TLV
	C

	AUTS TLV
	C


Where:
Rejection details TLV: Contains the rejection reason.  If the rejection reason is "Authentication ReSync required" then the Rejection details TLV and the AUTS TLV shall be present.  For all other reasons the rejection details TLV may be present.
Table 6.2.6.1.7-2: Rejection details TLV
	Name
	Size
	M / C / O
	Value

	Rejection details Tag
	1 byte
	M
	09

	Length
	1 byte
	M
	Length of HSE Identity (X+1)

	Rejection reason
	1 byte
	M
	See below



Rejection reason:
		'00' = "Best session refused by the HSE"
		'01' = "HSE not compatible with configuration request"
		'02' = "UE not compatible with configuration request"
		'03' = "HSE temporary error – try again later"
		'04' = "Command Message error"
		'05' = "Command message counter error"
		'06 = "Authentication ReSync required"
		'07' = "EMSDP session request MAC incorrect"
		'08' = "Sesion ID not valid"
		'09' = "Command not allowed"

Table 6.2.6.1.7-3: AUTS TLV
	Name
	Size
	M / C / O
	Value

	Rejection detailAUTSs Tag
	1 byte
	M
	0A

	Length
	1 byte
	M
	Length of HSE Identity (X)

	AUTS
	1 byte
	M
	AUTS as returned by the USIM



*******************************  end of  Change 3     **************************
