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1	Decision/action requested
This contribution provides some comments to the changes in S3-182209
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[1]	S3-182209 
[bookmark: _GoBack][2]	S3-181240
3	Rationale
While the intent of S3-182209 [1] to further clarify the ABBA parameter seems correct, we believe the details are not correct. Firstly, the ABBA parameter needs to be variable length (see S3-181240 [2]). Secondly the parameter shoud lbe set be the SEAF and the UE uses the value received and not a fixed value. This allows a Rel-15 UE to work with networks that do not use the initial value of the ABBA parameter. Below we propose some changes to S3-182209 to reflect these comments.
4	Detailed proposal
It is proposed that the CR is modified as below and also the text in suclauses 6.1.3.1, 6.1.3.2.0 and B.2.1.1 that reads
“The SEAF shall set the ABBA to the default value of all zeros”
is changed to 
“The SEAF shall set the ABBA paremeter as defined in Annex A.7”

******************************* Start of 1st Changes ***************************************
[bookmark: _Toc517096210]3.1	Definitions
[bookmark: OLE_LINK6][bookmark: OLE_LINK7][bookmark: OLE_LINK8]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
5G security context: The state that is established locally at the UE and a serving network domain and represented by the "5G security context data" stored at the UE and a serving network.
NOTE 1:	The "5G security context data" consists of the 5G NAS security context, and the 5G AS security context for 3GPP access and/or the 5G AS security context for non-3GPP access.
NOTE 2:	A 5G security context has type "mapped", "full native" or "partial native". Its state can either be "current" or "non-current". A context can be of one type only and be in one state at a time. The state of a particular context type can change over time. A partial native context can be transformed into a full native. No other type transformations are possible. 
5G AS security context for 3GPP access: The cryptographic keys at AS level with their identifiers, the Next Hop parameter (NH), the Next Hop Chaining Counter parameter (NCC) used for next hop access key derivation, the identifiers of the selected AS level cryptographic algorithms, and the counters used for replay protection. 
NOTE 3:	NH and NCC need to be stored also at the AMF during connected mode.
5G AS security context for non-3GPP access: The key KN3IWF, the cryptographic keys, cryptographic algorithms and tunnel security association parameters used at IPsec layer for the protection of IPsec SA.
5G Authentication Vector: a vector consisting of RAND, AUTN, XRES*, and KAUSF for the purpose of authenticating the UE using 5G AKA. 
NOTE 3a: This vector is received by the AUSF from the UDM/ARPF in the Nudm_Authentication_Get Response.
5G Home Environment Authentication Vector: a vector consisting of RAND, AUTN, HXRES*, and KSEAF. 
NOTE 3b: This vector is received by the SEAF from the AUSF in the Nausf_Authentication_Authenticate Response.
5G NAS security context: The key KAMF with the associated key set identifier, the UE security capabilities, and the uplink and downlink NAS COUNT values. 
NOTE 4:	The distinction between native 5G security context and mapped 5G security context also applies to 5G NAS security contexts. The 5G NAS security context is called "full" if it additionally contains the integrity and encryption keys and the associated identifiers of the selected NAS integrity and encryption algorithms.
activation of security context: The process of taking a security context into use. 
anchor key:  The security key KSEAF provided during authentication and used for derivation of subsequent security keys. 
authentication vector: a vector consisting of CK, IK, RAND, AUTN, and XRES.
authentication data: 5G Authentication Vector or transformed authentication vector.
backward security: The property that for an entity with knowledge of Kn, it is computationally infeasible to compute any previous Kn-m (m>0) from which Kn is derived. 
NOTE 5:	In the context of KgNB key derivation, backward security refers to the property that, for a gNB with knowledge of a KgNB, shared with a UE, it is computationally infeasible to compute any previous KgNB that has been used between the same UE and a previous gNB. 
CM-CONNECTED state: This is as defined in TS 23.501 [2]. 
NOTE5a:	The term CM-CONNECTED state corresponds to the term 5GMM-CONNECTED mode used in TS 24.501 [35].
CM-IDLE state: As defined in TS 23.501 [2]. 
NOTE5b:	The term CM-IDLE state corresponds to the term 5GMM-IDLE mode used in TS 24.501 [35].
current 5G security context: The security context which has been activated most recently. 
NOTE5c:	A current 5G security context originating from either a mapped or native 5G security context can exist simultaneously with a native non-current 5G security context.
forward security: The fulfilment of the property that for an entity with knowledge of Km that is used between that entity and a second entity, it is computationally infeasible to predict any future Km+n (n>0) used between a third entity and the second entity. 
NOTE 6:	In the context of KgNB key derivation, forward security refers to the property that, for a gNB with knowledge of a KgNB, shared with a UE, it is computationally infeasible to predict any future KgNB that will be used between the same UE and another gNB. More specifically, n hop forward security refers to the property that a gNB is unable to compute keys that will be used between a UE and another gNB to which the UE is connected after n or more handovers (n=1 or more).
full native 5G security context: A native 5G security context for which the 5G NAS security context is full according to the above definition. 
NOTE6a:	A full native 5G security context is either in state "current" or state "non-current".
mapped 5G security context: An 5G security context, whose KAMF was derived from EPS keys during interworking and which is identified by mapped ngKSI.
native 5G security context: An 5G security context, whose KAMF was created by a run of primary authentication and which is identified by native ngKSI. 
non-current 5G security context: A native 5G security context that is not the current one. 
NOTE 7:	A non-current 5G security context may be stored along with a current 5G security context in the UE and the AMF. A non-current 5G security context does not contain 5G AS security context. A non-current 5G security context is either of type "full native" or of type "partial native". 
partial native 5G security context: A partial native 5G security context consists of KAMF with the associated key set identifier, the UE security capabilities, and the uplink and downlink NAS COUNT values, which are initially set to zero before the first NAS SMC procedure for this security context. 
NOTE 8:	A partial native 5G security context is created by primary authentication, for which no corresponding successful NAS SMC has been run. A partial native context is always in state "non-current".
RM-DEREGISTERED state: This is as defined in TS 23.501 [2]. 
NOTE8a:	The term RM-DEREGISTERED state corresponds to the term 5GMM-DEREGISTERED mode used in TS 24.501 [35].
RM-REGISTERED state: As defined in TS 23.501 [2]. 
NOTE8b:	The term RM-REGISTERED state corresponds to the term 5GMM-REGISTERED mode used in TS 24.501 [35].
subscription identifier: The SUbscription Permanent Identifier (SUPI) is defined in TS 23.501 [2].
subscription identifier de-concealing function: The Subscription Identifier De-concealing Function (SIDF) service offered by the network function UDM in the home network of the subscriber responsible for de-concealing the SUPI from the SUCI. 
subscription concealed identifier: A one-time use subscription identifier, called The SUbscription Concealed Identifier (SUCI), which contains the concealed subscription identifier, e.g. the MSIN part of SUPI, and additional non-concealed information needed for home network routing and protection scheme usage.
security anchor function: The function that serves as the anchor for security in 5G.
subscription credential(s): The set of values in the USIM and the ARPF, consisting of at least the long-term key(s) and the subscription identifier SUPI, used to uniquely identify a subscription and to mutually authenticate the UE and 5G core network.
transformed authentication vector: an authentication vector where CK and IK have been replaced with CK' and IK'.
UE security capabilities: The set of identifiers corresponding to the ciphering and integrity algorithms implemented in the UE. 
NOTE 9:	This includes capabilities for NG-RAN and 5G NAS, and includes capabilities for EPS, UTRAN and GERAN if these access types are supported by the UE.
UE 5G security capability: The UE security capabilities for 5G AS and 5G NAS.
Master node: As defined in TS 37.340 [51].
ng-eNB: As defined in TS 38.300 [52].
Secondary node: As defined in TS 37.340 [51].
AS Secondary Cell security context: This context consists of the cryptographic keys for SN (KUPenc), the identifier of the selected AS SC level cryptographic algorithm and counters used for replay protection.
ABBA parameter: This parameter provides antibidding down protection of security features against security features introduced in higher release to a lower release and indicates the security features that are enabled in the current network. This parameter is provided to the UE from the SEAF and used as an input parameter for KAMF derivation. New values are defined when new security features are defined.	Comment by Qualcomm: Sorry – probably one we introduced with our previous comments
********************************** End of 1st changes ****************************************
******************************* Start of 2nd Changes ***************************************
[bookmark: _Toc517096517]A.7	KAMF derivation function
When deriving a KAMF from KSEAF the following parameters shall be used to form the input S to the KDF. 
-	FC = 0x6D
-	P0 =SUPI,
-	L0 = length of SUPI
-	P1 = ABBA parameter 
-	L1 = length of ABBA parameter 
The input key KEY shall be the 256-bit KSEAF. 

To support flexible set of features ABBA parameter is defined when security features change. To represent the initial set of security features, the SEAF shall set the ABBA parameter to 0x0000. The UE shall use the ABBA parameter provided by the SEAF in the calculation of KAMF.	Comment by Qualcomm: They may be more than Rel-15	Comment by Qualcomm: SEAF and UE behaviour needs to be separated as a Rel-15 Ue may operate with a SEAF that supports nono-initial set of security features.

******************************* End  of 2nd Changes ***************************************

