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1
Decision/action requested

This contribution proposes a proposal for the key issue of TR 33.856
2
References

N/A
3
Rationale





This contribution address key issue on protecting the SRVCC capability.
4
Detailed proposal

*************** Start of Change ****************
6
Solutions

Editor's note:
This clause contains solutions proposed to address the identified key issues.
6.Y
Solution #X.1: Protecting the SRVCC capability 
6.Y.1
Introduction

This solution addresses the key issue #5.X, namely protecting the SRVCC capability.
6.Y.2
Solution details

For protecting the SRVCC capability in conjunction with the MS Classmark 2 and Supported Codecs IE in initial Registration Request message, the hash based method specified in subclause 6.7.2 in TS 33.501 can be reused to address the problem.
 For protecting the SRVCC capability in Intra-5G handover procedure, the messages between source AMF and target AMF are protected by NDS/IP.
6.Y.3
Evaluation

TR 23.756 has decided to reuse the existing SRVCC mechanism to send the SRVCC capability, MS Classmark 2 and Supported Codecs IE in an initial Registration Request message and in the Intra-5G handover procedure. This solution addresses the potential tampering of UE SRVCC capability, thus is expected to be the basis of normative work.
*************** End of Change ****************
