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1. Overall Description:

SA3 thanks GSMA SIM Group for their LS on the need of re-authentication of a UE and subscriber when its NSSAI changes. GSMA SIM Group question: The SIM Group kindly requests 3GPP SA3/SA2/CT6 to clarify whether a change of NSSAI may force a re-authentication of the UE and subscriber. If so, under which circumstances this is likely to happen.
In release 15, the following authentication is defined in TS33.501: 

-
Primary Authentication between a UE and a serving network. This authentication is mandatory for a UE to access network slices. As primary authentication is not slice-specific, the changing of network slices (or NSSAI) itself will not necessarily incur re-authentication. However, it is possible to re-run authentication if desired by the serving network. 

-
Secondary Authentication between a UE and a Data Network (DN). This authentication is an optional feature that is applicable to those DN requiring this feature. Secondary authentication is performed in addition to the primary authentication. In the cases that the change of network slices (or NSSAI) is due to a change of DN with different authentication policies, e.g. switching to a DN requiring secondary authentication, moving between DNs with different EAP authentication methods, a new run of Secondary authentication is required.  

-
Primary Authentication for private network between a UE and a private network. This authentication is used for private network and isolated deployment. Switching slices involving private network is out of scope of 3GPP. 
In a summary, in release 15, a change of slices (or NSSAI) does not force a re-authentication between UE and a serving network. A new run of Secondary authentication may be required if UE is switching connection to a different DN that requires Secondary authentication. 
2. Actions:

To GSMA.

ACTION: 
GSMA is kindly requested to take into consideration the above answers from SA3.

3. Date of Next TSG-SA WG3 Meetings:

SA3#92Bis
24-28 September 2018

Harbin (China)

SA3#93
12-16 November 2018

United States
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