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*** First Change ***
Introduction

For 3GPP systems there is a need for truly scalable entity Authentication Framework (AF) since an increasing number of network elements and interfaces are covered by security mechanisms.

This specification provides a highly scalable entity authentication framework for 3GPP network nodes. This framework is developed in the context of the Network Domain Security work item, which effectively limits the scope to the control plane entities of the core network. Thus, the Authentication Framework will provide entity authentication for the nodes that are using NDS/IP.

Feasible trust models (i.e. how CAs are organized) and their effects are provided. Additionally, requirements are presented for the used protocols and certificate profiles, to make it possible for operator IPsec and PKI implementations to interoperate.

NOTE: The present specification also contained the TLS protocol profile until version 15.0.0. From version 15.0.1, all crypto profiles used in the context of 3GPP signalling protocols are documented in the NDS/IP specification TS 33.210 [1].
*** Second Change ***
Annex E (normative):
TLS protocol profile


NOTE: The TLS protocol profile was moved to TS 33.210 [1] from version 15.0.1.
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*** End of Changes ***
