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Abstract of the contribution: This paper discusses the LS from SA2 (S2-187226) on the BEST Service. 
Discussion on Support of PDN connections that terminate at the SCEF
In S2-187226 SA2 suggested “that SA3 consider updating TS 33.163 in Rel-16 to support use of the BEST protocol with PDN connections that terminate at the SCEF. SA2 takes no position on whether the HSE is part of the SCEF or external to the SCEF.”.
Should TS 33.163 be updated to support PDN connections that terminate at the SCEF?
TS 33.163 currently only supports PDN GW terminated PDN connections (IP and non-IP). When a PDN GW anchored non-IP PDN connection is used, tunnel parameters (IP Address and Port Number) need to be provisioned in the PDN GW and SCS/AS for each UE. Since the SCS/AS will often already require a T8 connection to the SCEF for accessing other network capabilities such as monitoring and since T8 Non-IP Data Delivery API’s do not require the providing on tunnel parameters, it is expected that T8 SCEF APIs will be the preferred method for sending and receiving non-IP data. Thus, by limiting usage of the BEST service to PDN GW terminated PDN connections, the BEST service will not available for the majority of use cases where the UE is battery constrained (i.e. the cases where the UE sends and receives non-IP data via the SCEF).
Conclusion 1: TS 33.163 should be updated to allow for EMSDP messaging to be sent over SCEF anchored non-IP PDN connections so that the service can be utilized in more battery constrained scenarios.
This paper discusses 2 options (A and B) for adding support for BEST via the SCEF in TS 33.163.
Option A
Figure 1 shows an example of what the UE-HSE protocol stack could look like if EMSDP messaging are sent over an SCEF anchored non-IP PDN Connection. In Figure 1, the HSE uses existing T8 API’s to send and receive non-IP data packets that carry EMDSP messaging.  The SCEF does not need to be aware that the non-IP messages carry EMSDP messaging. In this scenario, the HSE acts as an SCS/AS that is in the trust domain. However, the HSE would need to be provisioned with information to allow it to established each UE’s NIDD Configuration.


Figure 1. Option A – HSE acts as an SCS/AS
Figure 2 shows the architecture diagram from TS 33.163 with updates to support the protocol stack of Figure 1. Note that the additions (T6a + SCEF + T8) are all existing functions that we propose to use with BEST. A T8 interface is also shown terminating the EAS to make the point that, in many deployments, an EAS that sends and receives non-IP data will often also use a T8 interface to access exposed services (i.e. monitoring for reachability).  



Figure 2. Option A - Architecture Diagram Updated for non-IP Data Delivery via the SCEF
Option B
Figure 3 shows a protocol stack option where the HSE functionality is integrated with the SCEF. EAS-C and EAS-U API’s can be exposed by the SCEF acting as an HSE.  This approach would allow the same entity that communicates with the UE (the SCS/AS / EAS) and performs NIDD configuration to utilize the BEST service.


Figure 3. Option B – SCEF acts as an HSE
Figure 4 shows the architecture diagram from TS 33.163 with updates to support the protocol stack of Figure 3. Note that the additions (T6a + SCEF + T8) are all existing functions that we propose to use with BEST. 



Figure 4. Option B - Architecture Diagram Updated for non-IP Data Delivery via the SCEF

Conclusions and Proposal for Support of PDN connections that terminate at the SCEF:
In option A, support of BEST would be transparent to the SCEF.  However, in an Option A deployment, an operator would have to deploy an HSE with a T8 interface to the SCEF.  The HSE would expose the EAS-C and EAS-U reference points to third party EAS’s who subscribe to the BEST service.  The HSE would then be responsible for acting as an SCS/AS towards the SCEF (i.e. the HSE would need to perform NIDD Configuration to establish the Non-IP Path for EMSDP messaging). The architecture of option A also creates a situation where one SCS/AS (the HSE) accesses the SCEF for NIDD to/from a UE while another SCS/AS (e.g. the EAS) accesses the SCEF for using capabilities such as monitoring and background data transfer related to the same UE. This point is shown in Figure 2 which shows that the SCEF would deal with the same UE on two instances of the T8 interface.
In option B, the SCEF would act as an HSE. An SCS/AS that communicates with a UE via T8 NIDD APIs could then communicate with the same SCEF (HSE) for access to the BEST service.
Conclusion 2:
Option B seems to be a better approach if operators want to be able to offer an end-to-end standardized BEST service that allows the 3rd party application server (SCS/AS / EAS) to access APIs that allow it to send and receive non-IP data (via T8) and access the BEST service (via EAS-C/U). Selection of option B would require a straight forward straight forward change to TS 33.163.
Proposal 1:
It is proposed that TS 33.163 be updated to add support for using the BEST service when the non-IP PDN connection terminates at the SCEF by allowing for the HSE functionality to be supported in the SCEF.  A CR (S3-182119) making this change has been submitted to this meeting.
Discussion on the EAS-C/U Interfaces
In S3-170956, SA3 asked SA2 “to review the interface requirements between the HSE and the EAS”.
In S2-187226, “SA2 noted that the HSE to EAS interface involves interworking between the 3GPP PLMN and external nodes, it should fall under CT3’s purview. Thus, SA2 suggests that SA3 direct questions on the HSE to EAS interface to CT3.”.
There are some statements in TS 33.163 that say that the EAS-C/U interfaces are “out of scope,” or “out of scope in this release.” However, since the HSE to EAS interface involves interworking between the 3GPP PLMN and external nodes, it should fall under CT3’s purview. Thus, the statements should simply say that the EAS-C/U is out of scope of this specification. This wording would allow for the scenario where CT3 determines that the EAS-C/U should be standardized.
Proposal 1:
It is proposed to update TS 33.163 so that it says that the EAS-C/U is out of scope of this specification. This wording would allow for the scenario where CT3 determines that the EAS-C/U should be standardized. A CR (S3-182119) making this change has been submitted to this meeting.
Proposal 2:
It is proposed that SA3 send an LS to CT3 asking CT “to review the interface requirements between the HSE and the EAS”. A draft LS (S3-182120) has been submitted to this meeting.
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Note: In this scenario, the EAS is an SCS that is outside the trust domain and has a T8 Interface to the SCEF to access features other than BEST, such as monitoring, background data transfer, non-IP data, etc.
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