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This contribution provides a brief incremental summary of the progress in TCG Working Groups as of August 2018. 

1. TCG – Highlights
· New/modified work working group
CyRes – Cyber Resistance WG. This workgroup intends to develop new technologies, promote existing best-practices, and coordinate efforts in other groups inside and outside TCG, to improve the cyber-resiliency of future platforms.
The CyRes WG will focus on:
1. Protection for code and configuration information that determine the platform capabilities.
1. Detection mechanisms for malware and deprecated or corrupted configuration data or code.
1. Recovery capabilities that can reliably patch both code and configuration in a selected device, and hence recover the device.

· Publication of new or revised deliverables (incremental changes from the status reported at SA3#91)
· [bookmark: _Toc346872290]TCG TMS Use Cases v2 – delayed due to GDPR compliance review, to be published September 2018
· TCG SNMP MIB for TPM-based Attestation – public review July 2018
· TCG PC Client Platform Firmware Profile – public review July 2018
· TCG Storage Interface Interactions (SIIS) – public review May 2018
· TCG SNMP MIB for TPM-based Attestation – public review May 2018
· TCG Device Identifier Composition Engine – published March 2018

2. Meetings
TCG Members Meeting in Lisbon, PT – 15-18 October 2018
TCG Members Meeting in TBD location – February 2019
MPWG meets every Thursday at 10-11 ET
TMS WG meets every Monday and Friday at 12-13 ET
CyRes WG meets every Wednesday at 11-12:30 ET


3. Conclusion
It is proposed to add the contents of this contribution in the appropriate section, similar to “Reports and Liaisons from other Groups – TCG” of SA3#92 meeting report.

