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1
Decision/action requested

This contribution proposes a proposal for the key issue of TR 33.807.
2
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 [1]   3GPP TR 23.716: " Study on the Wireless and Wireline Convergence for the 5G system architecture".
3
Rationale





Multi NAS security is a new thing in 5G system. However, in 5WWC, multi NAS could be slight different when to see it in different angle of views, therefore this KI is used to create the work of multi NAS security investigation in all potential 5WWC scenarios.
4
Detailed proposal

*************** Start of Change ****************
5
Key issues
5.X
Key Issue #X: multi NAS security
5.X.1
Key issue details

Multi NAS security is a new thing in 5G system. However, in 5WWC, multi NAS could be slight different when to see it in different angle of views, such as
· The 5G-RG  and the 5G capabile UE behind a 5G-RG may use NAS security at the same time. 
· The 5G capabile UE may have multi connection with 5GC and the 5G-RG may provide another NAS security at the same time. 
A full list cannot be determined now, therefore this is a valuable topic for study.
5.X.2
Security threats

Multi NAS security may be a bit different from 33.501[xx]. The NAS security may be activated and used at the same time in different termination point. Too many NAS security may cause a dealy and unnecessary overlap. 
5.X.3
Potential Security requirements
Only one NAS security termination point could be activated and used when a 5G-RG in middle of path between a 5GC capable UE and the AMF.
*************** End of Change ****************
