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1	Decision/action requested
Approve this pCR
2	Rationale
This change deletes the editor's note and adds text to section 14
4	Detailed proposal
Add text to section 14 as follows:
[bookmark: _Toc503442104]14	Potential Requirements
Editor's Note: This section will study suitable requirements for the needed algorithms for use with 256-bit keys
There is an established long term threat to the asymmetric algorithms used in 5G for both UE to network communications and serving network to home network communications (see clause 6).  As there are currently no approved quantum safe replacements for the current asymmetric cryptography based methods, these methods should be designed so that quantum safe mechanisms can be specified later in a way that is protected from bidding down attacks.
For methods that use Diffie-Hellman for key agreement, these methods should be extensible for new Quantum safe key agreement mechanisms and tolerant of longer messages to deliver these key agreements.
Once there are approved Quantum safe privacy algorithms, an appropriate one should be chosen and added to the privacy mechanisms available in 5G. (note: the privacy mechanism used is already extensible and protected.)
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