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4
Background
3GPP SA 1 completed work on RLOS for unauthenticated UEs (PARLOS) driven primarily by US regulatory obligations.  Meeting this obligation add security risks and potential vulnerabilities to devices and networks supporting RLOSS.

The ability to provide access to such local services has been available to U.S. operators on a proprietary basis on CS legacy networks. However, the wide deployment of LTE and corresponding introduction of VoLTE creates regulatory obligations on US operators for a standardized mechanism to allow a UE to access these services via LTE and NR (e.g., dialing a particular digit string, accessing a captive portal) without necessarily being successfully authenticated for access. 
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