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******************* START OF CR *******************************************
6.9
Security handling in mobility

………………………..

6.9.X
Procedures for NAS algorithm selection

6.9.X.1
Mobility registration update

During mobility registration update with AMF change, the source AMF shall send the UE's 5G security capabilities to the target AMF in the Namf_Communication_UEContextTransfer Response. The target AMF shall select the algorithm with highest priority from the received 5G security capabilities of the UE according to the prioritized locally configured list of algorithms (this applies for both integrity and ciphering algorithms). The target AMF shall initiate a NAS security mode command procedure as described in clause 6.7.2 to indicate the selected algorithm to the UE.
6.9.X.2
N2-handover

At handover from a source gNB to a target gNB over N2 with AMF change, the source AMF shall send the UE's 5G security capabilities to the target AMF in the Namf_Communication_CreateUEContext Request. The target AMF shall select the algorithm with highest priority from the received 5G security capabilities of the UE according to the prioritized locally configured list of algorithms (this applies for both integrity and ciphering algorithms). In case the target AMF decides to use NAS algorithms different from the ones used by the source AMF, the target AMF shall provide chosen algorithms to the UE as defined in Clause 6.9.2.3.3 for N2-Handover (i.e., using NAS Container).
******************* SIXTH OF CR *******************************************
6.9.Y
Procedures for AS algorithm selection
…………………………………..

6.9.Y.4
Mobility registration update
When AS security context is to be established in the gNB, the AMF and the gNB shall perform as described in clause 6.7.3 (i.e. using AS SMC).

******************* END OF CR *******************************************
�Added in document [2]





