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1. Overall Description:

SA3 have observed that it is unnecessary to include the UE identity in the NAS Security Mode Complete message when the check of the hash in the NAS Security Mode Command fails in the UE (see subclause 6.4.6 of TS 33.501). The reason for it being not necessary to send the UE identity is that that the correct UE has already been identified by the AMF if the security set-up between the UE and AMF succeeds.
It may be beneficial not to send an identity as the SUCI parameter (when carrying a SUPI protected by a non-NULL scheme) will be significantly larger than a SUPI. Hence it would be efficient not to send it if it is not needed. SA3 also recognise that it may introduce additional complexity in defining the signalling to not send the SUCI. This complexity vs efficiency decision is better understood by CT1 than SA3, so SA3 leaves the decision on this to CT1. SA3 will align TS 33.501 with the decision that CT1 takes on sending a UE identity in response to a hash failure.

2. Actions:

To CT1 group.

ACTION: 
SA3 asks CT1 group to take into account the above observations in their work on 5G NAS.
3. Date of Next TSG-SA WG3 Meetings:
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