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1
Decision/action requested

Conclusion for solution #5
2
References

 [1]
3GPP TR 33.834 v0.4.0
3
Rationale

This contribution proposes conclusion for solution #5 taking into account S3-1817526. 
4
Detailed proposal

It is proposed that SA3 review and approve the following pseudo-CR to TR 33.834 [1].

   *** START of 1st CHANGE ***

9.5.3.10
Conclusion
This solution meets the requirements for Key Issuess 1 and 2. Regarding Key Issue #3, the channel of communication used to exchange data between the personalisation centre and the home network may be changed.
This solution is applicable to all 3GPP technologies. It can be used for eSIMs, USIMs and ISIMs. 
If HSM-based KMS is used at the personalisation centre, then the long term keys and associated parameters, e.g. K/OPc or K/TOPc, are securely generated and stored at personalisation centre else the key storage may become an additional risk over time.
*** END of 1st CHANGE ***



