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***** BEGIN CHANGES *****
6.8.2.2
Security handling during mobility in RRC-INACTIVE state


6.8.2.2.1
General

A UE in RRC_INACTIVE state can move within an area configured by the NG-RAN, i.e., a RNA (RAN-based Notification Area), without notifying the NG-RAN. The purpose of RNA update procedure is to allow the UE to notify the NG-RAN if the UE moves out of the configured RNA.

6.8.2.2.2
RNA update – between different gNBs

When the UE initiates an RNA update procedure between different gNBs, the behaviors of the UE, the target gNB, the source gNB, and the AMF shall be as described in Clause 6.8.2.1.3. However, there is the following difference. 
The target gNB sends the UE directly back to RRC_INACTIVE state without first bringing the UE to RRC_CONNECTED state. The target gNB does not send the <RRC Connection Resume> message to the UE. However, the target gNB shall perform a Path Switch procedure with the AMF before sending the <RRC Connection Inactive> message to the UE. The target gNB shall set the value of NCC in the sent <RRC Connection Inactive> message to the NCC value it received from the AMF at Path Switch procedure.

6.8.2.2.3
RNA update – within same gNB

When the UE initiates an RNA update procedure within different gNBs, the behaviors of the UE, the gNB, and the AMF shall be as described in Clause 6.8.2.1.4. However, there is the following difference. 

The gNB sends the UE directly back to RRC_INACTIVE state without first bringing the UE to RRC_CONNECTED state. In that case, the gNB does not receive a fresh {NH, NCC} pair from the AMF via the <Key Push> message. The gNB shall use the existing used stored {NH, NCC}, or existing unused stored {NH, NCC} pair (e.g., due to new NAS key) for the following state transition to RRC_INACTIVE. The used {NH, NCC} pair triggers horizontal AS key derivation and unused {NH, NCC} triggers vertical AS key derivation.
***** End of Changes *****
