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1	Decision/action requested
Endorse the proposals with respect to slice management interface.
2	References
[1]	S3-180436 LS on the status of normative work on interfaces
[bookmark: _GoBack][2]	S3-181106 (=S5-181455) Reply LS on the status of work on interfaces
3	Rationale
A potential security issue has been identified in TR33.811with the network slice management interface should it be exposed to communication service providers. SA5 has confirmed in LS [2] that it will be exposed to communication service providers. In addition, the planned completion date of the normative work is June 2018.
Network slicing is the mandatory features in 5G as specified in SA2 and SA5 specifications. The network slice management is responsible for the provision of the network slices, including the creation, management, or termination of network slices, through the slice management interface. Without security protection put in place to the interface, the network slices created will be subject to significant security risks. This may cause undue delay to the whole 3GPP 5G phase 1 normative work and prevent network slices from business deployment.  Therefore, we present the following proposals for SA3 to endorse. 
4	Proposal for Endorsement
The following proposals with respect to security of the slice management interface are upon SA3’s endorsement: 
Proposal 1: The work on how to address the security issue of slice management interface shall be concluded by SA3 May meeting 2018. 
Proposal 2: The normative text addressing the security issue of slice management interface shall be 
	Option 1: Added in TS33.501 (a new Chapter “14. Slice Managment Interfaces”) 
				Note: SA3 informs SA5 to reference TS33.501 for the interface security (SA3 is responsible for Security)
	Option 2: Added in SA5’s TS based on SA3’s conclusions
				Note: SA3 informs SA5 the conclusions and request SA5 to update its TS accordingly
Proposal 3: The normative text shall be based on the solutions in S3-181251
Proposal 4: Send SA5 LS about the above decisions

