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1
Decision/action requested

It is kindly requested to approve this doc
2
References

N/A
3
Rationale

The pCR introduces a new KI on making user plane policy sent to the network slice management function from a DNN.
4
Detailed proposal

*************** Start of the 1st Change  ****************
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*************** End of 1st the Change  ****************
*************** Start of the 2nd  Change  ****************
5.X
Key issue #X: UP security policy management

5.X.1
Key issue details

TS 23.501[XX] specifies that 
“User Plane Security Policy locally configured per (DNN, S-NSSAI) in the SMF that is used when the UDM does not provide User Plane Security Policy information. “

This user plane security enforcement information could be provided by a DNN to the network slice management function. 
5.X.2
Security threats 

If there is no way that the network slice management function can get the User Plane Security Policy information from a DNN, this will result in that SMF cannot get User Plane Policy when there is a new slice instance is created, and then the RAN relying on SMF to provide UP security policy will not be able get UP security indications.

If the UP security policy provided to the network slice management function is modified during transmission, then the UP security policy provided by SMF to the gNB serving the slice instance is wrong and UP security for the UE can be compromised.
5.X.3
Potential security requirements

User Plane Policy shall be securely provided to the Network slice management function.
*************** End of the Change  ****************
