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1
Decision/action requested

It is requested to approve the proposed change and incorporate it in TR 33.834. 
2
Rationale
. This PCR proposes new item for the References Section of TR 33.834. 
3
Detailed proposal

*** BEGIN CHANGES ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]

GPC_SPE_093: GlobalPlatform Card Specification v.2.2 Amendment F: Secure Channel Protocol '11'
[3]
3GPP TS 33.102: "3G Security; Security architecture".

[4]
3GPP TS 33.401: "3GPP System Architecture Evolution (SAE); Security architecture".

[5]
3GPP TS 31.115: "Secured packet structure for (Universal) Subscriber Identity Module (U)SIM Toolkit applications".

[6]
ETSI TS 102 225: "Smart Cards; Secured packet structure for UICC based applications".

[7]
3GPP TS 31.102: "Characteristics of the Universal Subscriber Identity Module (USIM) application".[8]
3GPP TS 35.205: "3G Security; Specification of the MILENAGE Algorithm Set:An example algorithm set for the 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5 and f5*;Document 1: General".

[9]
3GPP TS 35.231: " Specification of the Tuak algorithm set: A second example algorithm set for the 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5 and f5*; Document 1: Algorithm specification".

[10]
GSMA SGP.22: "RSP Technical Specification".

[11]
GSMA SGP.02: " Remote Provisioning Architecture for Embedded UICC Technical Specification".

[12]
ETSI TS 102 226: " Smart Cards; Remote APDU structure for UICC based applications".
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GSMA 12FAST.13: "Embedded SIM Remote Provisioning Architecture".
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