3GPP TSG-SA WG3 Meeting #91 

S3-181778
La Jolla (US), 21-25 May 2018
Title:
[DRAFT]
 Reply LS on security keys for generation of shortResumeMAC-I for UP EDT
Response to:
R2-1806285/S3-181615
Release:
Rel-15 

Work Item:
LTE_eMTC4-Core, NB_IOTenh2-Core 
Source:
SA3
To:
RAN2
Cc:
RAN3
Contact Person:


Name:
Adrian Escott
E-mail Address:
aescott@qti.qualcomm.com
Send any reply LS to:
3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org 


Attachments:
None
1. Overall Description:

SA3 thanks RAN2 for their LS on security keys for generation of shortResumeMAC-I for UP EDT (S3-181615/R2-1806285). In their LS, RAN2 asked SA3 the following questions:

Questions: Does SA3 see any concern with using the old integrity keys (used in the last RRC connection as in legacy) or new integrity keys (generated using the NCC provided during release with ‘suspend’ of last RRC connection) to generate shortResumeMAC-I? Does SA3 have any preference regarding the use of old or new integrity keys to generate shortResumeMAC-I?

SA3 would like to provide the following response to the questions:
SA3 has no concern about using the new integrity key, but has concerns about using the old integrity key when there is already a fresher key (i.e., the new integrity key) available to use. In general, the freshest key should be used when possible. Hence SA3’s strong preference is to use the new integrity key.
2. Actions:

To RAN2 
ACTION: 
SA3 asks RAN2 to take the above response into account in their further work. 
3. Date of Next TSG-SA WG3 Meetings:

SA3#92
20-24 August 2018

Dalian (China)
SA3#92Bis
24-28 September 2018

Harbin (China)
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