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1	Decision/action requested
This contribution proposes conclusions to TR33.811. 
2	References				
 
3	Rationale					
The study of TR33.811 is close to completion. This contribution proposes the concluding text for the TR.
4	Detailed proposal						
pCR
***	BEGIN of CHANGES	***
[bookmark: _Toc512262207]7				Conclusions
Editor's note:	This clause is intended to list conclusions that have been agreed during the course of the study item activities.
To Rapporteur: The text below is new. 
The present document has studied a few potential security issues with respect to the features of 5G network slicing management as described in TS 28.530 [2] and TS 28.531[3]. The following agreements are reached in the studies: 
· The network slice management interface that is exposed to communication service providers is required to be securely protected to prevent unauthorized access. The normative work protecting the interface should be initiated and completed in the same release as the normative work in SA5. 
· [bookmark: _GoBack]The normative text for protecting the interface will be based on Solution #1.1
***	END OF CHANGES	***

