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[bookmark: _Toc508885177]5.2	Requirements on the UE
[bookmark: _Toc508885178]5.2.1	General
The support and usage of ciphering and integrity protection between the UE and the ng-eNB is identical to the support and usage of ciphering and integrity protection between the UE and the eNB as specified in TS 33.401 [10].
The PEI shall be securely stored in the UE to ensure the PEIs integrity.

