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1. Overall Description:
SA3 thanks RAN2 for the LS on security keys for generation of shortResumeMAC-I for UP EDT. 

SA3 discussed and analysed the protection of shortResumeMAC-I for UP EDT and would like to provide the following answers to RAN2 questions: 

RAN2 Question No. 1: 
Does SA3 see any concern with using the old integrity keys (used in the last RRC connection as in legacy) or new integrity keys (generated using the NCC provided during release with ‘suspend’ of last RRC connection) to generate shortResumeMAC-I? 
Answer:
SA3 does not see any security issue or concern using the old integrity keys. SA3 believe that the suspended UE EPS AS security context was successfully activated and validate before suspend and thus less prone to synchronization errors between the UE and the serving network. It also allows the eNB to handle legacy UEs and UEs which support EDT using the same shortResumeMAC-I validation mechanism avoiding any possible backward compatibility issue(s).

RAN2 Question No. 1: 
Does SA3 have any preference regarding the use of old or new integrity keys to generate shortResumeMAC-I?
Answer:
SA3 prefers and recommend to use integrity protection key based on the old KeNB to generate shortResumeMAC-I.


2. Actions:
To RAN2 group.
ACTION: SA3 kindly requests RAN2 to take into account SA3 answers as described above.

3. Date of Next TSG-SA WG3 Meetings:
SA3#92	                20-24 August 2018			Dalian, China
SA3#92Bis	                24-28 September 2018			Harbin, China

