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1	Decision/action requested
Endorse the recommendations
2	References
 [1]	TS 33.501

3	Rationale
In TS 33.501 6.4.2,  existing Editor’s Note:
In the discussion of S3-181566 , to add clarification text in clause 6.9.5.2 we had agreed to add a clarification that what is the culmination of NAS SMC. Only after the NAS SMC is complete over one connection, AMF will initiate NAS SMC over another connection.
4 	Discussion
1. For clause 6.7.2. NAS SMC procedure, we have the call flow which clearly shows,


Looking at the above call flow it is clear, the AMF has to wait till it receives NAS Security Mode Complete from the connection it initiated the NAS SMC procedure, to conclude that the initiated NAS SMC procedure has successfully completed.
5 	Proposal
Modify the text as “2.	When the AMF has sent a NAS Security Mode Command to a UE in order to take a new KAMF into use and receives a context transfer request for the UE from another AMF, the AMF shall wait for the completion of the NAS SMC procedure (i.e. receiving NAS Security Mode Complete) before transferring the context. “  Corresponding CR is in S3-181682.
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