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1
Decision/action requested

This paper propose to add a key issue for SRVCC from 5G to UTRAN CS.
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5.X
Key Issue #X: Security algorithm handling
5.X.1
Key issue details

In 5G, UE and 5G network will use 5G security algorithm for user plan data and signalling, while in UTRAN CS, UE can only use UTRAN security algorithm. During SRVCC from 5G to UTRAN CS, the 5G network needs to negotiate with UTRAN network with the security algorithm and indicates the UE to use UTRAN security algorithms for access and core network.
5.X.2
Security threats 

If the security algorithm handling is not achieved, the voice communication will be broken after 5G SRVCC due to algorithm mismatch in UE and UTRAN CS.

5.X.3
Potential Security requirements

-
security algorithm handling during SRVCC from 5G to UTRAN CS shall be achieved
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