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Release 15 Submission form

	Feature / Item:
	NAPS_Sec / 770032

	Affects:
	UE/MS:


	CN:

X
	GERAN:


	UTRAN:


	E-UTRAN:



	Expected Completion Date:
	TSG SA Meeting #80 – Jun. 2018

	Service(s) impacted:
	Northbound APIs for SCEF - SCS/AS Interworking

	Specification(s) affected:
	TS 33.187

	Task(s) within work which are not complete:
	Specific Authorization mechanism of SCS/AS to send requests for the 3GPP Network Entity through the SCEF.

	Consequences if not included in Release 15:
	SCS/AS may have unauthorized access to a certain 3GPP Network Entity.


Abstract of document:

Based on Stage 2 work of SA3 within TS 33.187, there is still a specific authorization mechanism of SCS/AS requests need be defined. In this cases, SA3 need more meeting (SA3#91- Apr. 2018) to discuss this feature.
If this exception is not granted in Rel-15, the NAPS will not have authorization as part of security features. 
Contentious Issues:

None
