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***********************Start of the first change************************
5.4
Security procedures for reference point SCEF – Interworking SCEF

The interface between SCEF and Interworking SCEF shall be protected using NDS/IP as defined in TS 33.210 [15]. 
5.5
Security procedures for reference point SCEF – SCS/AS

5.5.3
Authorization of SCS/AS’s requests
After the authentication, SCEF determines whether the SCS / AS is authorized to send requests for the 3GPP Network Entity. SCS/AS is located in third party network in which different APIs may require protection mechanisms with different security levels. SCEF should support multiple authorization mechanisms (such as OAUTH) to meet different security level requirements.
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