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********************* Start of 1st change *************************
5.10.4.2
MC Security Gateway and the IWF

The functional model for the SeGy as used within the IWF is shown in Figure 5.10.4.2-1. Where the IWF terminates the security of the 3GPP MC Domain, the IWF contains a SeGy for that purpose. The IWF processes the signalling and media for use in the Land Mobile Radio System after the SeGy terminates the 3GPP MC system security. 

Where the media and signalling between an MC Domain and IWF is not encrypted using 3GPP MC security mechanisms, the SeGy component of the IWF allows media and signaling to pass directly through for processing by the IWF.
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Figure 5.10.4.2-1: Functional model for MC Security Gateway use during interworking
The IWF-1 reference point is defined in 23.283 [aa] and provides for the transfer of MCPTT media and signalling between a 3GPP MC domain MCPTT server and the IWF.  Authentication and security of this interface shall be as described in clause 6.
The IWF-2 reference point is defined in 23.283 [aa] and provides for the transfer of MCData media and signalling between a 3GPP MC domain MCData server and the IWF.  Authentication and security of this interface shall be as described in clause 6.
The IWF-3 reference point is defined in 23.283 [aa] and provides for the transfer of group management information between a 3GPP MC domain GMS and the IWF.  Authentication and security of this interface shall be as described in clause 6.
Any security applied by the non-3GPP system to MCPTT or MCData media and signalling, or any interfaces within the non-3GPP system is defined by the non-3GPP system and is out of scope for this document.
********************* End of 1st change *************************
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