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1
Decision/action requested

This paper proposes text for handling muti-registration in same PLMN.
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6.3.4.2
Multiple registrations in the same PLMN

The UE shall maintain and use one 5G security context for the PLMN’s serving network. The 5G security context shall contain a common part independent of access network, which includes KAMF, KNASenc, KNASint, and NAS protection algorithms. Uncommon part of the 5G security context shall be able to contain multiple <UL NAS COUNT, DL NAS COUNT> pairs, one per access network, over which the UE registered to the PLMN’s serving network.
In order to separate different NAS leg over different access network in security, different BEARER value shall be used for different NAS leg, i.e. 0 for NAS leg over 3GPP access network and 1 for NAS leg over non-3GPP access network.
User (re)authentication procedure and NAS SMC procedure over any access network are common for all access networks over which UE registered to the PLMN’s serving network, because the two procedures will change the common part of the 5G security context.
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