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1	Decision/action requested
Approve new text proposed for clause 6.3.4.2
2	References
TS 33.501:
[bookmark: _Toc496020475][bookmark: _Toc496020932][bookmark: _Toc496867120][bookmark: _Toc496867375]“6.3.4	Multiple registrations in different PLMN’s’ serving network or in same PLMN’s serving network
There are two cases where the UE can be multiple registered in different PLMN’s serving networks or in the same PLMN’s serving networks. The first case is when the UE is registered in one PLMN serving network over a certain type of access (e.g. 3GPP) and is registered to another PLMN serving network over the other type of access (e.g. non-3GPP). The second case is where the UE is registered in the same AMF in the same PLMN serving network over both 3GPP and non-3GPP accesses. The UE will establish two NAS connections with the network in both cases. 
NOTE: The UE belongs to a single HPLMN.
[bookmark: _Toc496020476][bookmark: _Toc496020933][bookmark: _Toc496867121][bookmark: _Toc496867376]6.3.4.1	Multiple registrations in different PLMNs
The UE shall independently maintain and use two different 5G security contexts, one per PLMN’s serving network. 
Editor’s note: It is FFS if Eeach security context shall only be established separately via a successful primary authentication procedure with the target PLMN’s serving network, or if the home network key KAUSF could also be used. Clause 6.6.2.1 needs to be updated accordingly.  
[bookmark: _Toc496020477][bookmark: _Toc496020934][bookmark: _Toc496867122][bookmark: _Toc496867377][bookmark: _Hlk498684851]6.3.4.2	Multiple registrations in the same PLMN “
3	Rationale
Currently clause 6.3.4.2 is empty. For multiple registrations within the same PLMN, following principles are adopted,
· When UE registers over multiple access types such as 3gpp, untrusted non3gpp (or other types of access in the future), a NAS sub-context is created for the corresponding access type. 
· The main NAS context is created at the registration time the first access type and shall contain the NAS integrity and encryption keys, selected algorithm for all NAS links. This main NAS context shall exist as long as at least one of the NAS sub-context exits between the UE and the AMF. Details are specified in clause 6.6.2.2
· The NAS sub-context corresponding to the access differs from the main NAS context with parameters specific to the NAS link, such as NAS link id#, UL packet count, DL packet count etc.  Details are specified in clause 6.6.2.2

4	Detailed proposal

************************************* start of new text **********************************
6.3.4.2	Multiple registrations in the same PLMN
When the UE is registered in the same AMF in the same PLMN serving network over both 3GPP and non-3GPP accesses, the UE shall establish two NAS connections with the network. The AMF and the UE may establish a single NAS context consisting of a single set of NAS keys and algorithm at the time of first registration over any access. When same set of keys and algorithms are used, the AMF and the UE shall also establish a NAS sub-context consisting of UL/DL packet counts corresponding to the NAS connection established as specified in clause 6.6.2.2 of this specification. 
Editor’s Note: Above requirements needs to be revisited after studying concurrency, mobility and interworking use cases.

*********************************** end of new text *****************************************
