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1
Decision/action requested

It is requestd to accept conclusions for key issues in TR 33 843.
2
References

3
Rationale

This paper analyses the solutions and gives conclusions for every key issue.
4
Detailed proposal

*************** Start of Change ****************
7
Conclusions

7.1
Key Issue 1


Key issue 1 is addressed by solution #2 and solution #4. Solution #2 focuses on establishing connection between eRemote UE and eRelay UE. In this solution, MME performs authorization before setting up the connection. Solution #4 reuses the solution of R13 in TS 33.303[6] and PKMF performs authorization during either configuring Discovery security parameters or establishing one-to-one communication between the eRemote UE and the eRelay UE. The authorization procedure accepted in SA2 reuses legacy procedure and the MME is not impacted. So the solution #4 is preferred.

It is proposed to base normative work on solution #4.
7.2
Key Issue 2


Key issue 2 is addressed by solution #6.1. It is proposed to base normative work on solution #6.1.

7.3 
Key Issue 3


Key issue 3 is addressed by solution #7. It is proposed to base normative work on solution #7.
7.4
Key Issue 4


Key issue #4 is addressed by solution #8 and solution #13, solution #8 gives the configurations and the uses of security parametes. Solution #13 applies the scenario of security parameters configuration for dynamic trust relationship establishment. However, the corresponding solution to the solution #13 hasn’t been accepted by SA2. It is proposed to base normative work on solution #8.
7.5
Key Issue 5


Key issue 5 is addressed by solution #6. It is proposed to base normative work on solution #6.
7.6
Key Issue 6


Key issue 6 is addressed by solutions #6.9, #6.10, and #6.11. All the solutions contain an A and B variant. All of the solutions address the key issue security requirements. Solutions #6.9 has corresponding solutions in TR 36.476 [4] and TR 23.733 [3]. Solution #6.10 does not have such a corresponding solution and solution #6.11 has a corresponding solution in TR 23.733 [3] only. Solution #6.l0 is therefore not preferred.

The B variant of solutions #6.10 and #6.11 has the advantage that a handover can be performed without signalling between the eRemote-UE and the eNB. Corresponding solution #6.11, however, does require signalling so that signalling efficiency cannot be achieved in practise. Solution variant B is therefore not preferred.

Concluding, it is proposed to base normative work on the A variant of solutions #6.9 and #6.11.

7.7
Key Issue 7


Key issue 7 is addressed by solution #12. It is proposed to base normative work on solution #12.
7.8
Key Issue 8


Key issue 8 is addressed by solution #6.3. It is proposed to base normative work on solution #6.3.
7.9
Key Issue 9


Key issue 9 is addressed by solution #6.5. It is proposed to base normative work on solution #6.5.
7.10
Overall conclusions


For these Key Issues the following solutions have been identified based on the assumptions in clause 7.1-7.9:

-
For Key Issue 1, Solution 6.4.

-
For Key Issue 2, Solution 6.1.

-
For Key Issue 3, Solution 6.7.
-
For Key Issue 4, Solution 6.8. 
-
For Key Issue 5, Solution 6.6.

-
For Key Issue 6, Solutions 6.9 (eRM-UE path switch) and 6.11 (handover of eRL-UE with eRM-UEs).

-
For Key Issue 7, Solution 6.12.
-
For Key Issue 8, Solution 6.3.

-
For Key Issue 9, Solution 6.5.
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