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Attachments:


1. Overall Description:

SA3 has discussed its agreement on the use of UP security policy. SA3 has agreed that the UP security policy from SMF shall include indications for both the UP integrity protection and UP encryption. SA3 understands that when SMF communicates the UP security policy to the gNB during a UE PDU session establishment, in addition to the UP integrity protection policy indication, an indication for UP encryption shall be included in the UP security policy.

Similarly to the UP integrity protection, the UP encryption will be supported per PDU session, i.e., all DRBs for a UE PDU session will have the same UP encryption enablement option.

SA3 would like SA2, RAN2 and RAN3 to consider the above SA3 decision to be supported as part of Rel. 15.
2. Actions:

To SA2, RAN2 and RAN3 groups.

ACTION: 
SA2, RAN2 and RAN3 are kindly requested to consider SA3 decision listed above.
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