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********************* Start of 1st change *************************
5.x Security of functional alias(es)

The use of functional aliases for mission critical communications is defined in clause 5.9a of 22.280 [47] and may be included as part of MCPTT communications call setup and signaling as decribed in 23.379 [2].  

Functional aliases when present in an MCPTT call setup and signaling message shall be protected in the same manner as an MCPTT ID as defined in clause 9.

********************* End of 1st change *************************
