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1. Overall Description:

SA3 is considering a proposal on adding a parameter to the input of subscription identifier encryption, where public key encryption is directly used for encryption of the subscription identifier instead of usual key establishment.

SA3 kindly asks ETSI SAGE to review the proposal and if there is any security risk for the proposal, where a part of plaintext is known to attackers.
2. Actions:

To ETSI SAGE group.

ACTION: 

1. Review the use of the public key encryption with a known part of plaintext.
2. If required, suggest enhancements or better alternatives.
3. Date of Next TSG-SA WG3 Meetings:

SA3#91
16 - 20 April 2018

Belgrade (Serbia)

SA3#91Bis
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