





3GPP TSG-SA3 Meeting #89


S-173413
Reno, USA, 27 November – 01 December 2017
Title:
[Draft] LS on inclusion of the SEPP into the 5G architecture
Response to:

Release:
Release 15
Work Item:
Security aspects of 5G System - Phase 1 (5GS_Ph1-SEC)
Source:
Deutsche Telekom AG
To:
TSG-SA WG2
Contact Person:


Name:
Hans Christian Rudolph
E-mail Address:
hans-christian.rudolph@telekom.de
Send any reply LS to:
3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org 


Attachments:


1. Overall Description:

At its last meeting SA3 has agreed on certain security principles for Release 15 regarding the notion of a Service Based Architecture (SBA). One core element was the inclusion of a network edge proxy for securing external interfaces, e.g. for roaming and other 3rd parties, whose functional aspects are currently being defined.
In order to assure a secure and consistent solution for 5G, SA3 would like to request SA2 to include said network function, the Security Edge Protection Proxy (SEPP), into their architecture description.
2. Actions:

To SA2 group.

ACTION: 
SA3 kindly asks SA2 to take above information into account and to include the Security Edge Protection Proxy into its architecture.
3. Date of Next TSG-SA WG3 Meetings:

TSG-SA WG3 Meeting #90          22nd January – 26th January 2017
Gothenburg, Sweden
TSG-SA WG3 Meeting #90-Bis    26th February – 2nd March 2017
US
