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Attachments:
S3-173373 - Discussion on details for encryption of LTE Positioning broadcast
1. Overall Description:
SA3 thanks RAN2 for their reply and additionally for the LS on provisioning of positioning assistance data via LPPa for broadcast.
SA3 has previously decided that the E-SMLC and UEs belonging to one subscription group share a symmetric key. Distribution of keys to UEs is left to SA2 with the requirement that it is done in a confidentiality protected message.

SA3 understands that SA3 is expected to suggest an encryption scheme for binary blobs (octet strings) where additional metadata might be used to facilitate encryption and key selection.
SA3 has considered this and would like input on the ideas presented in S3-173373. 

Finally, SA3 wants to inform RAN2 that they have agreed to open a living document that will propose an Annex to 36.355 detailing the encryption scheme.
2. Actions:

To RAN2, SA2 group.

ACTION: 
SA3 asks RAN2 and SA2 to evaluate the discussion document and provide feedback on the assumptions made, possible issues and further considerations that should be taken into account.
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