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1. Overall Description:

SA3 thanks SA2 for their LS on security handling for EPC-5GC interworking and proposes the following answers.
1. Does SA3 assume support for 5G to 4G and/or 4G to 5G security context mapping during Idle and connected mode mobility between EPC and 5GC?
SA3 agreed to support context security mapping for connected mode mobility. SA3 agreed to support both security context mapping and the use of native security contexts for idle mode mobility.
2. Does SA3 see the need for supporting reuse of a native security context (if available) in case the UE returns to EPC and/or 5GC, respectively?
Yes, as replied to question 1, SA3 agreed on the support of native security context (if available) for idle mode mobility.
3. For the case that the UE performs a mobility registration update in 5GC after being connected to EPC: how is the AMF expected to verify the integrity of the registration request?
SA3 assumes that if a native 5G security context is available at the UE, then it is used. Otherwise a mapped one is derived in the UE and the AMF. In the latter case, the AMF uses the security parameters received from the source MME to derive the mapped security context in order to verify the integrity of the Registration Request.
4. For the case that the UE performs a TAU in EPC after being connected to 5GC: how is the MME expected to verify the integrity of the TAU request?
SA3 assumes that if a native 4G security context is available at the UE, then it is used. Otherwise a mapped one is derived in the UE and the AMF. In the latter case, the AMF verifies the integrity of the TAU message that is expected to be included in the Context Request message from the source MME and then sends the mapped security parameters to the target MME.
2. Actions:

To [SA2] group.

ACTION: 
SA3 kindly ask SA2 to take the proposed relies into consideration.
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