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1	Decision/action requested
This contribution proposes an interim agreement for the Key Issue #8.2: Security mechanism differentiation for network slices.
2	References
N/A
3	Rationale
This contribution proposes an answer for an interim agreement question related to the key issue #8.2: Security mechanism differentiation for network slices, for TR33.899. 
4	Detailed proposal
It is proposed to introduce the following changes to the TR 33.899.
* * * Start of changes * * * *
E.8.2.1 	Security mechanism differentiation for network slices
E.8.2.1.1 	Description of Question
If different types of slices have different requirements of keys (e.g. key length or policies of key expiration and so on) because of different service requirements, should there be slice-specific keys for different slices when one UE simultaneously access to multiple network slices which are different slice types  ?
E.8.2.1.2 	Interim Agreement
TBDThe 5G system will not support security mechanism differentiation (e.g. cryptographic algorithm, key length) for network slices in 5G phase 1.
The agreement should not preclude introducing security mechanism differentiation for network slices in 5G phase 2.
* * * End of Changes * * * 


