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1	Decision/action requested
It is proposed to approve the detailed proposal below.
2	References
 [1]	3GPP TR 33.899-120
3		Rationale
In addition to the security threats listed in TR 33.899 for key issue#2.8, there are other security threats. 
If an attacker register or authenticate with fake biometric information to a service, then it may lead to fraud, for example, using other users’ biometric information may transfer the bill to that other user; using of artificial biometric information (gummy finger, video of face) may lead to economic fraud and can not trace the source. So there is a potencial security requirement that whether the user is the person he claims.
Solution #2.3 and solution #2.4 cannot meet the above reqirements. There should be an enhanced authentication framework using anti-spoofing detection mechanisms. Anti-spoofing detection mechanisms are based on remote authentication, and can determine that the user who sends the biometric authentication request is the active person who owns the biometric data. This can avoid the situation that illegal user may use fake or copied biometric data for biometric authentication.
4	Detailed proposal
[bookmark: _Toc484710618]E.2.8 	Questions and interim agreements for key issue #2.8
[bookmark: _Toc484710619]E.2.8.1	Authentication of the user
[bookmark: _Toc484710620]E.2.8.1.1	Description of question
[bookmark: OLE_LINK70][bookmark: OLE_LINK71]Question 1: This question addresses whether the authentication of the user is needed in phase 1.


[bookmark: _Toc484710621]E.2.8.1.2	Interim agreement
[bookmark: _GoBack]Answer to question 1: No user authentication methods besides those provided in LTE are needed in phase 1. 
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