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1	Decision/action requested
This contribution adds questions and interim agreements for Issues #1.5, #1.6
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3	Rationale
SMS over NAS procedure has already been contained in clause 4.13.3 in TS 23.502 [1], and UE could send MO SMS to the network or receive MT SMS from the network. There are 6 procedures to transfer SMS over NAS, and most of them transfer the SMS in NAS uplink/downlink message. Thus, general NAS integrity and confidentiality mechanism shall be used to guarantee SMS integrity and confidentiality.  
However, for MO SMS using one step approach in CM-IDLE in clause 4.13.3.4, SMS is transferred in the initial NAS message (after successful negotiation, so UE and AMF already have NAS security context). In LTE, for Control Plane CIoT EPS optimization solution, the uplink small data is transferred in control plane service request message. For integrity, the uplink small data could be guaranteed by the NAS integrity mechanism of control plane service request message. For confidentiality, the related solution can be found in clause 8.2 in TS 33.401 [2], the control plane service request is partially ciphered. Since the Control Plane CIoT EPS optimization solution in LTE is similar with the MO SMS using one step approach in CM-IDLE, so, general NAS integrity mechanism shall be used to guarantee SMS integrity, and the solution 1.48 which reuse the partial cipher mechanism in LTE shall be the baseline of confidentiality protection of this scenario.   
4	Detailed proposal
**********************Begin of 1st changes********************************
E.1.5.X	Shall integrity for SMS over NAS be standardized in phase I? 
E.1.5.X.1 Description of Question
Shall integrity protection for SMS be done when NAS security cotext is available in 5G phase 1? 
E.1.5.X.2 Interim Agreement
Yes. 
**********************End of 1st changes********************************

**********************Begin of 2nd changes********************************
E.1.6.X	Shall confidentiality for SMS over NAS be standardized in phase I? 
E.1.6.X.1 Description of Question
Shall confidentiality protection for SMS be done when NAS security cotext is available in 5G phase 1? 
E.1.6.X.2 Interim Agreement
Yes, and the confidentiality protection of SMS is optional to use
**********************End of 2nd changes********************************

