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1
Decision/action requested

It is requested to approve the proposed content for the clause 8.3.1.2 in TS 33.501.
2
Rationale

The mechanism for key derivations for context modification procedure in LTE can be adopted in 5G. The proposed content for Clause 8.3.1.2 are related to Clause 8.3.1 and Clause 8.3.1.4.2. Therefore, the current proposal is according to the proposals made for Clause 8.3.1 in S3-172322 and 8.3.1.4.2 in S3-172333. We have also added an EN for now that Clause 8.3.1.2 and 8.3.1.4.2 could be potentially merged. We did not propose to remove the clause just yet to agree on content first. Without content, it is not apparent to decide if clauses cold be merged.
3
Detailed proposal

Changes are proposed below. Mind that the clause 8.3.1.2 in TS 33.501 corresponds to the clause 7.2.8.3 in TS 33.401.
*** BEGIN CHANGES ***
8.3.1.2
Key derivations for context modification procedure 

Editor’s Note: This clause is meant to contain content corresponding to TS 33.401 [10], clause 7.2.8.3, which is about key derivations for context modification procedure.
Editor’s Note: It is FFS if this Clause should be merged with Clause 8.3.1.4.2.
As outlined in subclause 8.3.1.1, whenever a fresh KgNB is calculated from the KAMF (as described in Annex <TBD>), the AMF shall transfer the KgNB to the serving gNB in a message modifying the security context in the gNB. The AMF and the UE shall compute the fresh KgNB as described in Annex <TBD> according to the rules in Clause 8.3.1.4.2. An NCC value 0 is associated with the fresh KgNB. From the fresh KgNB, the gNB and the UE shall compute the KgNB* and then use the computed KgNB* as the final KgNB as described in Clause 8.3.1.4.2.

*** END OF CHANGES ***
