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Attachments:


1. Overall Description
SA3 has discussed the flexibility of changing or retaining AS keys for the related RAN procedures and would like to provide the following:

In NR, for Handover, RRC Connection Resume (INACTIVE to CONNECTED), and RRC Connection Re-establishment, flexibility of retaining AS security keys shall be allowed as long as PDCP anchor has not changed. In addition, in the case when AS key is retain, the network may inform UE with an indication whether the network has changed the AS key, SA3 recommends an implicit indication, e.g. when NCC is not included in the specific message, it is interpreted as an indication that AS key has not changed.
2. Actions:

To RAN2 group.

ACTIONS:  SA3 kindly asks RAN2 group to take the above into consideration.
3. Date of Next TSG-SA WG3 Meetings:
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27th  November 2017– 1st  December       Reno, US.
TSG-SA WG3 Meeting #90
22th – 26th January 2018        Gothenburg, Swedish.

