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1	Decision/action requested
It is proposed to add questions for security area #2 to the annex of TR 33.899. 
2	References
[1]	3GPP TR 33.899-1.1.0 
3	Rationale
5.2.3.1.1 has stated that solutions for the authentication framework should take the backward compatibility to LTE into account. We are considering that if the Rel-8 or later USIM can still be available to access the NextGen system. It is appealing that USIM used in 4G can still work in the NextGen. This can provide a good user experience and for the subscribers can easily access the 5G services. 
If the legacy USIM can be used in the NextGen, it may have impact on the concealing of long-term identifier , because current privacy solutions need some enhacement on the UE side,  either provisioning with a public key belong to the network based on asymmetric key solution, or provisioning with a PMSI based on the symmetric key solution.
4	Detailed proposal

E.2.1.A Usability of legacy USIM
E.2.1.A.1 Description of Question

 Question 1: Can a legacy USIM used for 4G (i.e. Rel-8 or later USIM) gain access to the NextGen? 

[bookmark: _GoBack]Question 2:  Should IMSI privacy  be supported when a Rel-8 or later USIM is used for accesses the 5G Core Network?

E.2.1.A.2 Interim Agreement
Answer to question 1: YES
Note: This interim agreement does not exclude any newly defined USIM such as the solution #1.34 (NextGen USIM).

Answer to question 2: YES

