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1
Decision/action requested

SA3#86bis agreed on describing an additional (non-AKA) EAP method in an informative annex of TS 33.501 as an example on how other EAP methods than EAP AKA' are used for primary authentication. This pCR is introducing a skeleton of the annex. It is proposed that EAP TLS is shown as the procedural example. 
2
References

3
Rationale

SA3#86bis made the following interim agreement related to the choise of EAP methods: 

"An additional EAP method is described in an informative annex as an example on how the NextGen authentication framework for primary authentication can be applied to other EAP methods than EAP AKA'. The specific additional EAP method is decided in the normative phase. The additional EAP methods are assumed to be used in special use cases, such as in private networks or with IoT devices as specified in TS 22.261."

This contribution is starting to implement this decision by adding a skeleton of the new annex to TS 33.501. 
4
Detailed proposal

The new annex should describe the procedure of one additional EAP method (that is different from EAP AKA'), and include details at least on potential subscription privacy mechanism as well as key derivation. It is proposed that EAP TLS is chosen as the additional EAP method that is described. 
*** BEGIN CHANGE ***

2
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*** NEXT CHANGE ***

Annex x:
Using additional EAP methods for primary authentication (informative)

x.1 
Introduction 

The present annex describes the usage of additional EAP methods for primary authentication within 5G system. Annex x is provided as an example on how the 5G authentication framework for primary authentication can be applied to other EAP methods than EAP AKA'. The additional EAP methods are assumed to be used in special use cases, such as in private networks or with IoT devices in isolated deployment scenarios as specified in TS 22.261 [y]. 
x.2
Primary authentication and key agreement 

x.2.1
Security Procedures with EAP TLS 

Editor’s Note: This clause is meant to describe the security procedures with EAP TLS. 

x.3
Key derivation 
Editor’s Note: The content of this clause is meant to describe how key derivation is done with additional EAP methods. The clause should take a stand e.g. on serving network binding or other key derivation related aspects. 
*** END CHANGE ***

