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Abstract of the contribution:

Each Rapporteur will provide with the information on the table, since it is needed by both the SA3 Chairman and the Work Plan Manager.

The information from the table has been taken directly from the last version of the 3GPP work plan. To be filled in by the Rapporteurs before the end of the meeting:
	WI title :
	SA3 Rapporteur
	WI code
	Current % Completion
	New % Completion
	current target
	new target
	current WID
	TR/TS
	Rel
	SA3#87 
doc nr.

	Security Assurance Specification for 3GPP network product classes
	Alf Zugenmaier
	SCAS-SA3
	90%
	
	Jun 17
	
	SP-150716
	TS 33.116 (MME)
TS 33.117 (General)
	14
	

	Study on IMS Enhanced Spoofed Call Prevention and Detection
	Greg Schumacher
	FS_ESCAPADES
	30%
	
	Dec.17
	
	SP-140611
	TR 33.832
	14
	

	Security enhancements of EGPRS based cellular systems with support for ultra low complexity and low throughput Internet of Things
	Vesa Torvinen
	EASE_EC_GSM
	99%
	
	Mar 16
	
	SP-150462
	TS 33.420
Decided to add solution as annex to TS 43.020
	13
	

	Study on security aspects for LTE support of V2X services
	Marcus Wong
	FS_V2XLTE
	90%
	
	Jun 17
	
	SP-150852
	TR 33.885
	14 (EXCEPTION)
	

	Architecture enhancements and Security Aspect for LTE support of V2X services
	Marcus Wong
	V2XSEC
	75%
	
	Jun 17
	
	SP-160928
	TS 33.185
	14 (EXCEPTION)
	

	Study on Architecture and Security for Next Generation System
	Vesa Torvinen
	FS_NSA
	60%
	
	Mar 17
	
	SP-160227
	TR 33.899
	14 (set for Release 15)
	

	Security Assurance Specification for PGW network product class
	Jin Peng
	SCAS_PGW
	80%
	
	Jun 17
	
	SP-160373
	TS 33.250
	15
	

	Lawful Interception Rel-14
	Koen Jaspers
	LI14
	20%
	
	Dec 17
	
	SP-160375
	CRs to 33.106, 33.107,33.108
	14
	

	Study on Mission Critical Security Enhancements
	Peter Haigh
	FS_MC_Sec
	60%
	
	Jun 17
	
	SP-160567
	TR 33.880
	14 (EXCEPTION)
	

	Security of the Mission Critical Service
	Peter Haigh
	MCSec
	60%
	
	Jun 17
	
	SP-160566
	TS 33.180
	14 (EXCEPTION)
	

	Battery Efficient Security for very low Throughput Machine Type Communication Devices
	Tim Evans
	BEST_MTC_Sec
	20%
	
	Sep 17
	 
	SP-160569
	CRs to TSes 33.401, 43.020, 33.220
	15
	

	Security Assurance Specification for eNB network product class
	Marcus Wong
	SCAS_eNB
	25%
	
	Jun 17
	
	SP-160570
	TS 33.216
	15
	

	Study on architecture and security aspects of enhancements to ProSe UE-to-Network Relay
	He Li
	FS_REAR_Sec
	
	
	Mar 18
	
	SP-170270
	TR 33.843
	15
	

	5G System and Security Architecture - Phase 1
	Alf Zugenmaier
	5GS_Ph1-SEC
	
	
	Mar 18
	
	SP-170234
	TS 33.501
CRs to 33.401
	15
	


