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Agenda Item:
5.1.1
Security architecture 
1. Introduction

This contribution proposes to add the Questions and Interim agreements for On-demand security policy for Key issue 1.17.
2. Proposal

**** Beginning of change **** 

E.1.17 
Questions and Interim Agreements for Key Issue #1.17
E.1.17.0 
Questions in other clauses affecting this key issue

TBA.
E.1.17.1 
On-demand security policy
E.1.17.1.1 
Description of Question

Should On-demand security policy be supported?
· Should On-demand security policy related information be retrieved from application function?
· Should On-demand security policy rules be provided to network security functions to enforce them?
Which security policies should be supported for On-demand security policy?
Which interfaces should be supported for the On-demand security policy mechanism?
E.1.17.1.2 
Interim Agreement

On-demand security policy should be supported.

· On-demand security policy related information should be retrieved from application function.
· On-demand security policy rules should be provided to network security functions to enforce them.
It is suggested to support on-demand security policies negotiation for control plane security.
It is suggested to support on-demand security policies negotiation for user plane security.
It is suggested that Policy Function (PCF) and Network Exposure function (NEF) related interfaces should support security policy related information exchange, e.g. interfaces with Application Functions (AF).
**** End of Change ****
