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5.1.5
1
Decision/action requested

This contributions proposes solution and conclusion for Key Issue #5.1
2
Rationale

Solution to secure the storage and the processing of subscription credentials and the network access algorithm should be defined by 3GPP CT6 working group in charge of specifying the UICC applications (e.g USIM or ISIM)
4
Detailed proposal

5.5.4.z
Solution #5.x: 5G NAA

5.5.4.z.1
Introduction  

This solution addresses Key Issue #5.1.
5.5.4.z.2
Solution details  

The subscription credentials and the network access algorithms used to access the 5G network through a 3GPP or non-3GPP access shall be stored and processed in Network Access Application specified by 3GPP CT6 according to 3GPP SA3 security requirements of clause 5.5.3.1.3 of this document.  

5.5.4.z.3
Evaluation 

3GPP CT6 is the official working group in charge of defining UICC application addressing 3GPP security requirements for the storage and processing of subscription credentials and the network access algorithm. 

5.5.5
Conclusions 

The subscription credentials and the network access algorithms used to access the 5G network through a 3GPP or non-3GPP access shall be stored and processed in Network Access Application specified by 3GPP CT6 according to 3GPP SA3 security requirements of clause 5.5.3.1.3 of this document. 
