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1
Decision/action requested

Agree on the pCR below.
2
References

[1]
3GPP TR 33.899 v0.7.0, Study on the security aspects of the next generation system

3
Rationale
We propose clarifications to Key issue #13.2: Security for Idle Mode Mobility, in the Security area #13 Security for interworking and migration.
4
Detailed proposal

We propose the following pCR to TR 33.899 [1].
***BEGIN CHANGES***
5.13.3.2
Key issue #13.2: Security for Idle Mode Mobility  

5.13.3.2.1
Key issue details


This key issue deals with idle mode mobility while the UE moves between EPC and NextGen Core. In EPS, idle mode mobility is performed by a TAU procedure, and in the NextGen system, idle mode mobility is performed by a registration procedure. TAU procedure and Registration procedure are core network procedures that are transparent for the RAN used for sending the related NAS messages. Hence it is the core network serving the UE that is mostly relevant for the study of interworking idle mode mobility.

The following scenarios need to be considered:
- UE moves from EPC to NextGen Core

- UE moves from NextGen Core to EPC








 
Editor's Note: Depending on SA2 decisions, non-3GPP access may also be relevant for the study of idle mode mobility between EPS and NextGen system.
5.13.3.2.2
Security threats 

5.13.3.2.3
Potential security requirements

***END CHANGES***

